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**Chartes d’utilisation des ressources de l’Internet dans le cadre scolaire**

Mise en place [ ]  dans l’école ou les écoles

 [ ]  dans la circonscription

De quand date t-elle ?

Comment a-t-elle été élaborée ? Validée ?

[ ] . affichée dans les espaces multimédia et dédiés aux TICE

[ ] . signée par les usagers adultes,

[ ] . annexée au règlement intérieur de l’école, au registre TICE

[ ] . validée en conseil d’école

[ ] . signée par les élèves et les parents

[ ] . intégrée dans les activités de la classe (document de l’élève)

Communication :

[ ] . Aux parents

[ ] . Aux élèves

[ ] . Aux enseignants et partenaires de l’école (santé, communes, …)

[ ] . Intervenants extérieurs, lesquels ?

[ ] . Association(s), lesquelles ?

Moyens/Dispositifs de communication :

[ ] . Réunions, préciser *début/en cours/fin d’année*

[ ] . Conseils, préciser *début/en cours/fin d’année*

[ ] . Autres, préciser       *début/en cours/fin d’année*

**SECURITE DES SERVICES (ordinateurs, réseaux, périphériques, applications, …)**

**ET DES INFORMATIONS (données, fichiers, …)**

**Mise en place des dispositifs techniques de filtrage des sites consultés sur internet**

*Dans les écoles, les accès internet sont-ils filtrés (par un logiciel) pendant les activités des élèves (circulaire ministérielle du 18-02-2004) Si oui, lesquels ?*

[ ] . Contrôle parental

[ ] . Listes blanches de sites autorisés

[ ] . Listes noires de sites interdits

[ ] . Filtrage du routeur

**Tenue d’un registre TICE dans l’école** Oui [ ]  Non [ ]

 A-t-il été réactualisé ? Oui [ ]  Non [ ]

**Protection des informations**

*Dans les écoles et la circonscription*

Installation d’un logiciel anti-virus Oui [ ]  Non [ ]

Mise à jour régulière, automatique Oui [ ]  Non [ ]

Analyse régulière du système, des périphériques (clé USB, …) Oui [ ]  Non [ ]

Utilisation d’un anti-spam Oui [ ]  Non [ ]

Installation d’un pare-feu Oui [ ]  Non [ ]